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ABSTRACT 
Pervasive usage and the development of 

social media networks have provided the 

platform for the fake news to spread fast 

among people. Fake news often misleads 

people and creates wrong perceptions. The 

spread of low-quality news in social media 

has negatively affected individuals and 

society. In this study, we proposed an 

ensemble-based deep learning model to 

classify news as fake or real using LIAR 

dataset. Due to the nature of the dataset 

attributes, two deep learning models were 

used. For the textual attribute “statement,” 

Bi-LSTM-GRU-dense deep learning model 

was used, while for the remaining attributes, 

dense deep learning model was used. 

Experimental results showed that the 

proposed study achieved an accuracy of 

0.898, recall of 0.916, precision of 0.913, 

and F-score of 0.914, respectively, using 

only statement attribute. Moreover, the 

outcome of the proposed models is 

remarkable when compared with that of the 

previous studies for fake news detection 

using LIAR dataset. 

In the era of information explosion, 

the spread of fake news poses a significant 

threat to public discourse and trust in the 

media. This project aims to develop a robust 

fake news detection system using a deep 

learning ensemble model. The ensemble 

model will leverage the strengths of multiple 

deep learning architectures to enhance the 

accuracy and reliability of fake news 

identification. 
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1. INTRODUCTION 

In an age dominated by the rapid 

dissemination of information through 

various digital channels, the proliferation of 

fake news has emerged as a pervasive threat 

to the integrity of public discourse. The 

ability to distinguish between authentic and 

deceptive news articles is crucial for 

maintaining trust in the media and ensuring 

informed decision-making in society. This 

project, titled "Fake Detect," aims to address 

this challenge by leveraging the power of 

deep learning through the development of an 

ensemble model for fake news detection. 

Background: 

The rise of social media and online 

news platforms has democratized 

information access but has also paved the 

way for the widespread dissemination of 

misinformation. Fake news, often presented 

with a semblance of truth, has the potential 

to influence public opinion, shape 

narratives, and even impact political 

landscapes. Traditional methods of fact-

checking and verification struggle to keep 

pace with the sheer volume and speed at 

which information spreads online. 

Motivation 

The motivation behind "Fake Detect" 

lies in the urgency to develop advanced and 

efficient tools capable of discerning between 

genuine and fabricated news stories. The use 

of deep learning, particularly through the 

creation of an ensemble model, offers a 

promising avenue for enhancing the 

accuracy and reliability of fake news 

detection. By combining the strengths of 

multiple deep learning architectures, the 

project aims to create a robust system that 

can adapt to the diverse and evolving nature 

of fake news. 

Objectives 

The primary objectives of the project 

include: 

Dataset Collection: Gather a diverse and 

labeled dataset of news articles to facilitate 

the training and evaluation of the fake news 

detection model. 

Model Implementation: Implement and train 

individual deep learning models, including 

recurrent neural networks (RNNs), long 

short-term memory networks (LSTMs), 

convolutional neural networks (CNNs), and 

transformer models. 

Ensemble Model Development: Create an 

ensemble model that intelligently combines 
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the predictions of the individual models, 

harnessing their collective power to improve 

overall performance. 

Performance Evaluation: Assess the 

effectiveness of the ensemble model through 

comprehensive evaluation metrics, 

comparing its performance against 

individual models. 

Documentation and Analysis: Thoroughly 

document the development process, model 

architectures, training methodologies, and 

analysis of results. Provide insights into the 

strengths and limitations of the ensemble 

approach 

Significance of the Project. 

The successful implementation of "Fake 

Detect" holds significance in several key 

areas: 

Media Trust: Enhancing the ability to 

identify fake news contributes to rebuilding 

and maintaining trust in media sources. 

Information Integrity: The project aligns 

with efforts to promote accurate and reliable 

information, crucial for a well-informed 

society. 

Technological Advancement: The use of 

deep learning and ensemble techniques 

showcases the potential of cutting-edge 

technologies in addressing contemporary 

challenges. 

As we delve into the development and 

evaluation phases of the project, the goal is 

to create a tool that not only aids in 

identifying fake news but also contributes to 

ongoing discussions on the intersection of 

technology, media, and information ethics. 

Objective: 

The primary objective of this project is to 

design and implement a deep learning 

ensemble model for detecting fake news. 

Specific goals include: 

Collecting a labelled dataset of news articles 

for training and evaluation. 

Implementing and training individual deep 

learning models, including RNNs, LSTMs, 

CNNs, and Transformers. 

Creating an ensemble model that combines 

the predictions of these individual models. 

Evaluating the ensemble model's 

performance using appropriate metrics. 

Documenting the entire process and 

presenting the findings. 

 

2.EXISTING SYSTEM 

Due to advancement of technologies 

digital data is everywhere like tweets, post 

messages and online News. Some malicious 

users are taking advantage of technologies to 
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spread fake news and this fake news can put 

bad influence on normal users and 

community. Often normal users blindly 

believe on news and if they believe on fake 

news then they may take wrong 

decision.Often we read products reviews 

before purchasing and if malicious users 

give fake good review on any product then 

user will believe 

3. PROPOSED SYSTEM 

LSTM-GRU is giving better 

accuracTo overcome from above issue many 

machine learning and deep learning 

algorithms are introduced but they lack of 

optimization so their prediction accuracy is 

not accurate. In propose paper author 

employing ensemble algorithms by combing 

Deep Learning and BI-LSTM-GRU where 

deep learning algorithm and BI-LSTM-GRU 

algorithm will get trained on dataset and 

then extract optimized features to form an 

ensemble model and this ensemble model 

will analyse NEWS and then predict it as 

Fake or Real. 

In propose work author comparing 

performance of ensemble DL-BI-LSTM-

GRU with existing SVM, CNN and many 

other algorithms and in all algorithms 

propose ensemble DL-BI- 

4.SCREENSHOTS 
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RUN PROPOSE DL-BILSM-GRU 

ALGORITHMS 

 

FAKE NEWS PREDICTION FROM 

TEST DATA 

 

 

5.CONCLUSION 

The literature survey highlights the 

evolution of fake news detection 

methodologies from rule-based approaches 

to the current prominence of deep learning 

models, with a specific focus on ensemble 

techniques. As we embark on the "Fake 

Detect" project, drawing insights from the 

successes and challenges outlined in existing 

literature will guide our approach in 

developing a state-of-the-art deep learning 

ensemble model for fake news detection. 
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